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Overview of the change

Over the past several years, internet standards and regulatory bodies have deprecated or disallowed TLS versions

1.0 and 1.1 for a variety of security issues. In line with this move, ReadiNow will be ending support for TLS  version

1.0 and 1.1 in the ReadiNow Platform. Instead, ReadiNow will be supporting TLS version 1.2 which is much more

secure than the older versions.

End of Support date 

 It will no longer be possible to connect to the ReadiNow platform using TLS 1.0 or TLS 1.1 after 13 June 2024.

What do I need to do? 

No action is required if you use  the ReadiNow Platform in the browser. All modern browsers support TLS version 

1.2  and will automatically use this for all applications that support  TLS version 1.2. 

Customers who are using Record APIs to connect to a third party system need to ensure that their client

application supports TLS 1.2. 


